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Komtas Ekosistemi, Tabi oldugu ulusal, uluslararasi diizenlemeler, ilgili mevzuat ve standart gereksinimlerini,
anlasmalardan dogan yikimliliklerini, i¢ ve dis paydaslara yonelik kurumsal sorumluluklardan kaynaklanan
bilgi glivenligi gereksinimlerini saglamak amaciyla ISO 27001:2022 Bilgi Givenligi Yonetim Sistem Standardi
(BGYS) ‘nive ISO 27701 Kisisel Veri Koruma Yonetim Sistemini (KVYS) yasatmayi ve 6698 sayili Kisisel Verileri
Koruma Kanuna (KVKK) uymayi hedeflemektedir.

Komtas Ekosistemi kendilerinin ve paydaslarinin bilgi varliklarina ve kisisel verilerini glivenli bir sekilde erisim
saglamayi, bilginin kullanilabilirligini, biatunligiuna ve gizliligini korumayi, kendisinin ve paydaslarinin bilgi
varliklari ve kisisel verileri Uzerinde olusabilecek riskleri degerlendirmeyi ve yonetmeyi, kurumun
glvenilirligini ve marka imajini korumayi, bilgi giivenliginin ihlali durumunda gerekli gérilen yaptirimlar
uygulamayi, tabi oldugu ulusal, uluslararasi veya sektérel diizenlemelerden, yasal ve ilgili mevzuat gereklerini
yerine getirmeyi, anlasmalardan dogan yikimlaltklerini karsilamayi, i¢ ve dis paydaslara yonelik kurumsal
sorumluluklarindan kaynaklanan bilgi glvenligi gereksinimlerini saglamayi, is / hizmet sirekliligine bilgi
glvenligi tehditlerinin etkisini azaltmayi ve isin siirekliligini ve strdurilebilirligini saglamayi, kurulan kontrol
altyapisi ile bilgi glivenligi seviyesini korumayi ve iyilestirmeyi taahhit eder.

Komtas Ekosistemi, bu amag dogrultusunda asagidaki hususlari basarmayi taahhiit etmektedir;

a) KOMTAS ekosistemi galisanlari ve ilgili paydaslarinin BGYS ve KVYS farkindaliklarini artirmaya yonelik
egitim faaliyetlerini dlizenlemek, KVKK (Kisisel Verileri Koruma Kanunu) kapsaminda alinacak teknik ve idari
tedbirler kapsaminda egitmek,

b) Surekli ve sistematik degerlendirme ve gelistirmeyi etkin kilmak,
c) BGYS ve KVYS / KVKK c¢ercevesini desteklemek ve gtivenlik politikasini periyodik olarak gozden gegirmek,
d) Ust yonetim liderliginde gerekli gérevlendirmeleri, atamalari ve kaynak tahsisini saglamak,

e) Risk degerlendirmesi ve risk yonetimi esasli stirdiirtlebilir bir Bilgi Glivenligi ve Kisisel Veri Yonetim sistemi
uygulamak,

f) KVKK kapsaminda veri envanterinin olusturulmasi, Kurumsal politika prosediirlerin KVKK ya gore
glincelenmesini saglamak (Veri isleme ve saklama politikasi, imha politikasi, bilgi glivenligi politikasi, 6zel
nitelikli veri politikasi vs.) ve KVKK kapsaminda tim idari ve teknik tedbirleri uygulamayi ve 6698 sayili kanuna
uymay! https://www.mevzuat.gov.tr/MevzuatMetin/1.5.6698.pdf ,

g) Aydinlatma metinlerinin (¢alisanlar ve 3. Kisiler igin) gézden gegirilmesi,
h) VERBIS kaydinin giincellenmesi,

i) Misteri ve diger paydaslar ile olan hizmet alma ve verme sireglerinde Bilgi Glvenligi ve Kisisel veri
mahremiyeti yukimldliklerini dikkate alarak is yapmak,

j) Basta 6zel hayatin gizliligi olmak Uzere kisilerin temel hak ve 6zgirliiklerini korumak baglaminda Tiirkiye ve
Avrupa Birligi Uye iilke kanunlarina uyum icinde kisisel verileri toplamak ve islemek,

k) Kisisel verilerin islenmesi konusunda; hukuka ve diiriistlik kurallarina uygun, dogru ve gerektiginde giincel;
belirli, acitk ve mesru amaclar gliderek; amacla baglantili, sinirh ve 6lctli bir bicimde kisisel veri isleme
faaliyetinde bulunmak,

1) Kanunlarda 6ngoriilen veya kisisel veri isleme amacinin gerektirdigi siire kadar kisisel verileri muhafaza
etmek,

m) Kisisel veri sahiplerini aydinlatmak ve kisisel veri sahiplerinin bilgi talep etmeleri durumunda gerekli
bilgilendirmeyi yapmak,

n) Ozel nitelikli kisisel verilerin islenmesi bakimindan éngériilen diizenlemelere uygun hareket ederek ve
kanunlarda agik¢a 6ngoriilen haller disinda acik riza olmaksizin fiil ve faaliyet gerceklestirmemek,
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o) Kisisel verilerin aktarilmasi konusunda kanunda 6ngorilen diizenlemelere uygun hareket ederek fiil ve
faaliyet gerceklestirmek,

p) Yasal ve dizenleyici gereksinimleri ve misteri sdzlesmelerine iliskin glvenlik yikimlaluklerini dikkate
alacak sekilde hizmeti saglamak,

q) Kendisi ve paydaslarinin, calisanlarinin bilgi varliklarina ve kisisel veri iceren sistemlere givenli bir sekilde
erisim saglamayi,

r) Sorumlusu oldugu kisisel ve kurumsal bilgilerin kullanilabilirligini, biitinlGglinG ve gizliligini korumayi,
s) Kendisinin ve paydaslarinin bilgi varliklari izerinde olusabilecek riskleri degerlendirmeyi ve yonetmeyi,
t) Kurumun givenilirligini ve marka imajini korumayi,

u) Bilgi glivenligi ve Kisisel Veri ihlali durumunda gerekli gorilen yaptirimlari uygulamayi, 72 saat siresi icinde
KVKK ya bildirimde bulunmayi, Bilgi glivenligi ve KVKK ilgili tim yasal mevzuat ve s6zlesmelere uyulmasi igin
mimkin olan en kisa slirede ve kesintisiz olarak hizmetlerimizi sunmayi,

v) TS ISO/IEC 27001 ve 27701 BGYS & KVYS standardinin gereklerini yerine getirecek sekilde kurulan kontrol
altyapisi ile bilgi givenligi ve kisisel verilerin mahremiyat seviyesini korumayi ve iyilestirmeyi,

w) Kaynaklarin tahsis edilmesini, kurulmasini, isletilmesini ve siirekli iyilestiriimesini,

x) Gergeklestirilen bilgi glivenligi ve KVKK ¢alismalarinin yasalara ve standartlara uygunlugunu tespit etmek
icin i¢ denetimler ve bagimsiz 3. Taraf kurumlar tarafindan denetlenmeyi,

Taahhiit eder.
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